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АДМИНИСТРАЦИЯ МУНИЦИПАЛЬНОГО ОБРАЗОВАНИЯ 
КРЫМСКИЙ РАЙОН
ФИНАНСОВОЕ УПРАВЛЕНИЕ

ПРИКАЗ
от 30.01.2026 	             № 8-лс
г. Крымск

Об обработке персональных данных 
в финансовом управлении администрации 
муниципального образования Крымский район

В соответствии с требованиями Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных» и постановления Правительства Российской Федерации от 21 марта 2012 г. № 211 «Об утверждении перечня мер, направленных на обеспечение выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами, операторами, являющимися государственными или муниципальными органами» приказываю:
1. Утвердить:
Правила обработки персональных данных (приложение 1);
Правила рассмотрения запросов субъектов персональных данных или их представителей (приложение 2);
Правила осуществления внутреннего контроля соответствия обработки персональных данных требованиям к защите персональных данных, установленным Федеральным законом от 27 июля 2006 г. № 152-ФЗ «О персональных данных», принятыми в соответствии с ним нормативными правовыми актами и локальными актами оператора (приложение 3);
Правила работы с обезличенными данными в случае обезличивания персональных данных (приложение 4);
Перечень персональных данных, обрабатываемых в связи с реализацией служебных или трудовых отношений (приложение 5);
Перечень должностей муниципальных служащих ответственных за проведение мероприятий по обезличиванию обрабатываемых персональных данных, в случае обезличивания персональных данных (приложение 6);
Перечень должностей муниципальных служащих, замещение которых предусматривает осуществление обработки персональных данных либо осуществление доступа к персональным данным (приложение 7);
Типовую форму разъяснения субъекту персональных данных юридических последствий отказа предоставить свои персональные данные (приложение 8);
Типовое обязательство муниципального служащего, непосредственно осуществляющего обработку персональных данных, в случае расторжения с ним служебного контракта прекратить обработку персональных данных, ставших известными ему в связи с исполнением должностных обязанностей (приложение 9);
Типовую форму согласия на обработку персональных данных муниципального служащего, а также иных субъектов персональных данных (приложение 10);
Перечень информационных систем персональных данных  финансового управления   (приложение 11);
Политику в области обработки и защиты персональных данных (приложение 12).
2. Признать утратившими силу приказы финансового управления администрации муниципального образования Крымский район:
1) от 23 декабря 2013 г. № 26-о «Об утверждении Положения о персональных данных муниципальных служащих  финансового управления администрации муниципального образования Крымский район при ведении их личных дел и Реестра муниципальных служащих  финансового управления администрации муниципального образования Крымский район»;
2) от 19 мая 2015 г. № 13-о «О внесении изменений в приказ финансового управления администрации муниципального образования Крымский район от 23 декабря 2013 г. № 26-о «Об утверждении Положения о персональных данных муниципальных служащих  финансового управления администрации муниципального образования Крымский район при ведении их личных дел и Реестра муниципальных служащих  финансового управления администрации муниципального образования Крымский район»;
3) от 31 декабря 2015 г. № 73-о «О внесении изменений в приказ финансового управления администрации муниципального образования Крымский район от 23 декабря 2013 г. №26-о «Об утверждении Положения о персональных данных муниципальных служащих  финансового управления администрации муниципального образования Крымский район при ведении их личных дел и Реестра муниципальных служащих  финансового управления администрации муниципального образования Крымский район»;
4) от 31 декабря 2015 г. № 72-о «О защите безопасности персональных данных при их обработке в информационных системах финансового управления администрации муниципального образования Крымский район»;
5) от 4 июня 2018 г. № 26-о «Об утверждении внутренних нормативно-правовых актов по защите персональных данных»;
6) от 4 июня 2018 г. № 33-о «О назначении лиц, ответственных за обеспечение безопасности персональных данных»;
7) 4 июня 2018 г. № 35-о «О  назначении комиссии по уничтожению персональных данных»;
8) от 4 июня 2018 г. № 36-о «Об утверждении мест хранения материальных носителей персональных данных»;
9) от 10 февраля 2020 г. № 12-о «О внесении изменений в приказ финансового управления администрации муниципального образования Крымский район от 4 июня 2018 г. № 33-о «О назначении лиц, ответственных за обеспечение безопасности персональных данных»;
10) от 10 февраля 2020 г. № 24-о «Об утверждении правил внутреннего контроля соответствия обработки персональных данных в структурных  отделах финансового управления администрации муниципального образования Крымский район требованиям к защите персональных данных»;
11) от 10 февраля 2020 г. № 25-о «О допуске сотрудников в помещения, где ведётся обработка персональных данных. 
2. Отделу правового и информационного обеспечения финансового управления администрации муниципального образования Крымский район (Кочекьян О.Э.) обеспечить размещение приказа на официальном сайте  финансового управления администрации муниципального образования Крымский район в информационно-телекоммуникационной сети «Интернет».
3. Контроль за выполнением настоящего приказа оставляю за собой.
4. Приказ вступает в силу со дня его подписания.

Заместитель главы муниципального образования
Крымский район, начальник финансового управления                                            Г.И. Макарян


	
	Приложение 1


УТВЕРЖДЕНЫ
приказом финансового управления
администрации муниципального образования Крымский район
от 30.01.2026  № 8-лс


 

ПРАВИЛА
обработки персональных данных в 


1. Общие положения

1.1. Настоящие Правила определяют цели, содержание и порядок обработки персональных данных, меры, направленные на защиту персональных данных, а также процедуры, направленные на выявление и предотвращение нарушений законодательства Российской Федерации в области персональных данных в финансовом управлении администрации муниципального образования Крымский район (далее - Управление).
1.2. Настоящие Правила разработаны в соответствии с:
Трудовым кодексом Российской Федерации (далее - Трудовой кодекс);
Федеральным законом от 27 июля 2006 г. № 149-ФЗ «Об информации, информационных технологиях и о защите информации»;
Федеральным законом от 27 июля 2006 г. № 152-ФЗ «О персональных данных»;
Федеральным законом от 2 марта 2007 г. № 25-ФЗ  «О муниципальной службе в Российской Федерации»;
Федеральным законом от 25 декабря 2008 г. № 273-ФЗ «О противодействии коррупции»;
Федеральным законом от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации»;
Указом Президента Российской Федерации от 30 мая 2005 г. № 609 «Об утверждении Положения о персональных данных государственного гражданского служащего Российской Федерации и ведении его личного дела» (далее - Указ Президента № 609);
постановлением Правительства Российской Федерации от 15 сентября 2008 г. № 687 «Об утверждении Положения об особенностях обработки персональных данных, осуществляемой без использования средств автоматизации»;
постановлением Правительства Российской Федерации от 21 марта 2012 г. № 211 «Об утверждении перечня мер, направленных на обеспечение выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами, операторами, являющимися государственными или муниципальными органами»;
постановлением Правительства Российской Федерации от 1 ноября 2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных».
1.3. Обработка персональных данных в Управлении осуществляется с соблюдением принципов и условий, предусмотренных законодательством Российской Федерации в области персональных данных, а также настоящими Правилами.

2. Категории субъектов персональных данных

К субъектам персональных данных, персональные данные которых обрабатываются в Управлении в соответствии с настоящими Правилами, относятся:
1) муниципальные служащие Управления (далее - муниципальные служащие Управления);
2) граждане, претендующие на замещение должностей муниципальной службы в Управлении;
3) лица, занимающие должности руководителей организаций, находящихся в ведении Управления;
4) граждане, претендующие на замещение должностей руководителей организаций, находящихся в ведении Управления;
5) лица, состоящие в родстве (свойстве) с субъектами персональных данных, указанными в подпунктах 1 - 4 пункта 2 настоящих Правил;
физические лица и представители организаций, обратившиеся в Управление.

3. Условия и порядок обработки персональных
данных субъектов персональных данных в связи с реализацией
служебных или трудовых отношений

3.1. Персональные данные субъектов персональных данных (далее - персональные данные), указанные в подпунктах 1-4 пункта 2 настоящих Правил, обрабатываются в целях обеспечения задач кадровой работы, в том числе кадрового учета, делопроизводства, содействия в осуществлении служебной (трудовой) деятельности, формирования кадрового резерва, обучения и должностного роста, учета результатов исполнения должностных обязанностей, обеспечения личной безопасности субъектов персональных данных, обеспечения установленных законодательством Российской Федерации условий труда, гарантий и компенсаций, а также в целях противодействия коррупции.
3.2. В целях, указанных в пункте 3.1 настоящих Правил, обработка персональных данных осуществляется с согласия субъекта персональных данных на обработку его персональных данных.
3.3. Согласие на обработку персональных данных, определенных пунктом 3.1 настоящих Правил, не требуется при обработке персональных данных в соответствии с пунктом 2 части 1 статьи 6 Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных».
3.4. Обработка специальных категорий персональных данных в Управлении не ведется.
3.5. Трансграничная передача персональных данных не осуществляется.
3.6. Согласие субъекта персональных данных на обработку его персональных данных необходимо получить в случаях:
передачи (распространения, предоставления) персональных данных третьим лицам в случаях, не предусмотренных действующим законодательством Российской Федерации о государственной гражданской службе и о противодействии коррупции;
принятия решений, порождающих юридические последствия в отношении указанных лиц или иным образом затрагивающих их права и законные интересы, на основании исключительно автоматизированной обработки их персональных данных.
3.7. В случаях, предусмотренных пунктом 3.6 настоящих Правил, согласие субъекта персональных данных оформляется в письменной форме, если иное не установлено Федеральным законом от 27 июля 2006 г. № 152-ФЗ «О персональных данных».
3.8. Обработка персональных данных, определенных пунктом 3.1 настоящих Правил, осуществляется уполномоченными работниками Управления.
Право доступа к персональным данным Управления имеют:
начальник финансового управления; 
заместитель начальника финансового управления;  
начальник и работники отдела правового и информационного обеспечения финансового управления; 
начальники отделов финансового управления и их заместители в рамках исполнения должностных обязанностей, определенных должностными инструкциями работников Управления;
непосредственно субъект персональных данных;
другие работники Управления в рамках исполнения должностных обязанностей, определенных должностными инструкциями работников Управления.
3.9. Обработка персональных данных, определенных пунктом 3.1 настоящих Правил, включает в себя следующие действия: сбор (получение), запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), из влечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.
3.10. Сбор (получение), запись, систематизация, накопление и уточнение (обновление, изменение) персональных данных, определенных пунктом 3.1 настоящих Правил, осуществляется путем:
получения оригиналов необходимых документов; копирования оригиналов документов;
внесения сведений в учетные формы (на бумажных и электронных носителях);
формирования персональных данных в ходе кадровой работы;
внесения персональных данных в автоматизированные информационные системы, оператором которых является Управление.
3.11. Сбор (получение), запись, систематизация, накопление и уточнение (обновление, изменение) персональных данных осуществляется путем получения персональных данных непосредственно от субъектов персональных данных, чьи данные обрабатываются в целях, определенных пунктом 3.1 настоящих Правил.
3.12. В случае возникновения необходимости получения персональных данных, определенных пунктом 3.1 настоящих Правил, у третьей стороны, следует известить об этом субъектов персональных данных заранее, получить их письменное согласие и сообщить им о целях, предполагаемых источниках и способах получения персональных данных.
3.13. Запрещается получать, обрабатывать и приобщать к личным делам работников Управления, персональные данные, касающиеся расовой, национальной принадлежности, политических взглядов, религиозных или философских убеждений, частной жизни, членства в общественных объединениях.
3.14. При сборе персональных данных работник Управления, уполномоченный на обработку персональных данных и осуществляющий сбор (получение) персональных данных непосредственно от субъектов персональных данных, чьи данные обрабатываются в целях, определенных пунктом 3.1 настоящих Правил, обязан разъяснить указанным субъектам персональных данных юридические последствия отказа предоставить свои персональные данные.
3.15. Передача (распространение, предоставление) и использование персональных данных, определенных пунктом 3.1 настоящих Правил, осуществляется лишь в случаях и в порядке, предусмотренных законодательством Российской Федерации и настоящими Правилами.

4. Условия и порядок обработки персональных данных субъектов 
персональных данных в связи с рассмотрением обращений граждан

4.1. В Управлении обработка персональных данных граждан осуществляется в целях обеспечения своевременного и в полном объеме рассмотрения их устных и письменных обращений в порядке, установленном Федеральным законом от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации».
4.2. Персональные данные граждан, обратившихся в Управление лично, а также направивших индивидуальные или коллективные письменные обращения или обращения в форме электронного документа, обрабатываются в целях рассмотрения указанных обращений с последующим уведомлением граждан о результатах рассмотрения.
В соответствии с законодательством Российской Федерации в Управлении подлежат рассмотрению обращения граждан Российской Федерации, иностранных граждан и лиц без гражданства.
4.3. В   соответствии   со   статьями   7   и   13   Федерального   закона   от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации» при рассмотрении поступивших в Управление обращений граждан обработке подлежат следующие персональные данные:
фамилия, имя, отчество (при наличии);
почтовый адрес;
адрес электронной почты;
указанный в обращении контактный телефон;
иные персональные данные, указанные в обращении, а также персональные данные, ставшие известными в ходе личного приема или в процессе рассмотрения поступившего обращения.
4.4. Обработка персональных данных, необходимых в связи с рассмотрением обращений граждан, осуществляется без согласия субъектов персональных данных в соответствии с пунктом 2 части 1 статьи 6 Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных» и Федеральным законом от 2 мая 2006 г. № 59-ФЗ «О порядке рассмотрения обращений граждан Российской Федерации».
4.5. Передача (распространение, предоставление) и использование персональных данных, указанных в пункте 4.3 настоящих Правил, осуществляется лишь в случаях и в порядке, предусмотренных законодательством Российской Федерации.

5. Порядок обработки персональных данных 
в автоматизированных информационных системах

5.1. Обработка персональных данных в Управлении может осуществляться с использованием автоматизированных информационных систем.
Перечень автоматизированных информационных систем утверждается приказом Управления.
5.2. Перечень лиц, имеющих право автоматизированной обработки персональных данных, и их полномочия определяются приказом Управления.
5.3. Доступ к автоматизированным информационным системам предоставляется в соответствии с должностными обязанностями, предусмотренными должностными инструкциями гражданских служащих Управления.
5.4. Информация, содержащая персональные данные, может размещаться в автоматизированных информационных системах как в автоматическом, так и в ручном режиме в случае получении такой информации на бумажном носителе или в ином виде, не позволяющем осуществлять ее автоматическую регистрацию.
5.5. Обеспечение безопасности персональных данных, обрабатываемых в автоматизированных информационных системах, достигается путем исключения несанкционированного, в том числе случайного, доступа к персональным данным, а также иных неправомерных действий в отношении персональных данных, в соответствии со статьей 19 Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных».

6. Организация хранения персональных данных

6.1. На бумажном носителе персональные данные в Управлении хранятся в структурных отделах Управления, в функции которых входит обработка персональных данных в соответствии с положениями об этих структурных отделах.
6.2. В электронном виде персональные данные хранятся на учтенных машинных носителях информации в автоматизированной информационной системе персональных данных Управления, состоящей из автоматизированных рабочих мест (далее - АРМ) работников Управления, уполномоченных на работу с персональными данными, и серверов автоматизированной информационной системы персональных данных Управления.
6.3. Сроки хранения персональных данных на бумажном носителе определяются нормативными правовыми актами Российской Федерации, регламентирующими порядок их сбора (получения) и обработки.
6.4. Хранение персональных данных, внесенных в автоматизированные информационные системы, должно осуществляться в форме, позволяющей определить субъект персональных данных не дольше, чем этого требуют цели обработки персональных данных.
6.5. Персональные данные при их обработке, осуществляемой без использования автоматизированных информационных систем, должны обособляться от иной информации, в частности, путем фиксации их на разных материальных носителях персональных данных, в специальных разделах или на полях форм (бланков).

7. Порядок уничтожения персональных данных
при достижении целей обработки или
при наступлении иных законных оснований

7.1. Документы, содержащие персональные данные, сроки хранения которых истекли, подлежат уничтожению.
7.2. Документы, содержащие персональные данные, на бумажном носителе передаются в архив Управления для уничтожения в порядке, установленном законодательством Российской Федерации об архивном деле.
7.3. Уничтожение по окончании срока обработки персональных данных на электронных носителях производится путем механического нарушения целостности носителя, не позволяющего произвести считывание или восстановление персональных данных, или удалением с электронных носителей методами и средствами гарантированного удаления остаточной информации.

8. Порядок доступа в помещения, 
в которых ведется обработка персональных данных

Доступ в помещения, в которых ведется обработка персональных данных, в том числе хранятся персональные данные, содержащиеся на материальных носителях персональных данных, имеют работники Управления, уполномоченные на обработку персональных данных. Пребывание лиц, не имеющих прав на обработку персональных данных либо на осуществление доступа к персональным данным в помещениях, в которых ведется обработка персональных данных, возможно только в сопровождении работника Управления, уполномоченного на обработку персональных данных.

9. Правила обеспечения безопасности персональных
данных при создании, обработке и хранении документов,
содержащих персональные данные

9.1. При работе с персональными данными уполномоченные на работу с персональными данными работники Управления должны руководствоваться Законом Краснодарского края от 8 июня 2007 г. № 1244-КЗ «О муниципальной службе в Краснодарском крае», Положением о персональных данных государственного гражданского служащего Российской Федерации и ведении его личного дела, утвержденным Указом Президента от 30 мая 2005 г. № 609 и настоящими Правилами.
9.2. На исходящих из Управления документах, содержащих персональные данные, проставляется пометка «Для служебного пользования» (далее также - «ДСП»). Не допускается размещение документов, содержащих персональные данные, в «Единой межведомственной системе электронного документооборота исполнительных органов государственной власти Краснодарского края». При необходимости регистрации таких документов, в поле регистрационной карточки «Особые отметки» ставится пометка «ПД», а сам документ не прикрепляется.
9.3. Сведения, содержащие персональные данные работника Управления, включаются в его личное дело, личную карточку муниципального служащего, а также содержатся на электронных носителях информации, доступ к которым ограничен и разрешен только лицам, непосредственно использующим персональные данные работника в служебных целях.
9.4 Для хранения документов, содержащих персональные данные работников Управления, используются специально оборудованные шкафы или сейфы, которые запираются на ключ и опечатываются в нерабочее время.
Помещения, в которых хранятся документы, содержащие персональные данные работников Управления, оборудуются надежными замками. В нерабочее время помещения, в которых хранятся документы, содержащие персональные данные работников Управления, должны быть закрыты. В рабочее время при отсутствии работников в помещениях, в которых хранятся документы, содержащие персональные данные работников Управления, эти помещения должны быть закрыты с целью исключения неконтролируемого пребывания в них посторонних лиц.
Проведение уборки помещений, в которых хранятся документы, содержащие персональные данные, должно производиться в присутствии работников Управления, уполномоченных на работу с персональными данными.

10. Правила обеспечения безопасности персональных 
данных при автоматизированной обработке

10.1. Размещение файлов, содержащих сведения о персональных данных, должно осуществляться на учтенных машинных носителях информации. Сведения, содержащие персональные данные, должны храниться и обрабатываться только в автоматизированных системах, прошедших в установленном порядке процедуру оценки соответствия средств защиты информации.
Размещение серверов автоматизированной информационной системы персональных данных Управления должно исключать несанкционированный доступ к их аппаратной части. Корпуса системных блоков должны быть опечатаны.
10.2. Размещение АРМ работников Управления, обрабатывающих персональные данные, должно исключать несанкционированное пребывание в помещении посторонних лиц. Корпус системного блока АРМ должен быть опечатан.
10.3 Защита персональных данных при передаче по каналам связи.
Сведения, содержащие персональные данные работника, должны передаваться по каналам связи автоматизированных систем, прошедших в установленном порядке процедуру оценки соответствия средств защиты информации. Запрещается передача конфиденциальной информации по незащищенным каналам связи.
10.4. Любые изменения в программно-аппаратной конфигурации АРМ, на которых производится обработка персональных данных и прошедших в установленном порядке процедуру оценки соответствия средств защиты информации, должны быть согласованы с лицом, ответственным за организацию обработки персональных данных в Управлении.
Запрещается изменение местоположения АРМ, прошедших в установленном порядке процедуру оценки соответствия средств защиты информации.
10.5. При обработке персональных данных в статистических или иных исследовательских целях персональные данные должны быть обезличены.

11. Правила обеспечения безопасности 
персональных данных при их передаче

11.1. Уполномоченные на работу с персональными данными работники Управления обязаны не допускать неправомерного или случайного доступа к персональным данным при копировании, предоставлении, распространении персональных данных.
При необходимости передачи персональных данных на материальном носителе должны находиться только те персональные данные, которые подлежат передаче или распространению.
11.2. Другие организации и члены семьи работника.
Сведения о работающем работнике или уже уволенном работнике Управления могут быть предоставлены другой организации только в случаях, предусмотренных законодательством Российской Федерации.
Персональные данные работника Управления могут быть предоставлены родственникам или членам его семьи, или представителям только с письменного согласия (разрешения) самого работника Управления.
11.3. Содержание и объем персональных данных, передаваемых в другие организации, должны соответствовать заявленным целям обработки. Передаваемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.
11.4. Ответы, содержащие персональные данные, на правомерные письменные запросы других организаций даются с разрешения начальника финансового управления или его заместителя в письменной форме, в том объеме, который позволяет не разглашать излишний объем персональных данных.
11.5. При необходимости передачи персональных данных на машинных носителях информации, они записываются на предварительно учтенный машинный носитель информации и передаются с сопроводительным письмом.
11.6. Сведения, содержащие персональные данные, пересылаются сторонним организациям в соответствии с инструкцией по делопроизводству в администрации муниципального образования Крымский район. 
11.7. При необходимости направления документов, содержащих персональные данные, в несколько адресов составляется указатель рассылки, в котором поадресно проставляются номера экземпляров отправляемых документов. Указатель рассылки подписывается исполнителем и начальником структурного отдела Управления, подготовившего документ.
11.8. При разговоре по телефону с физическими лицами, представителями организаций, обратившимися в Управление, запрещается передавать сведения, содержащие персональные данные.
11.9. Запрещается передача персональных данных в электронном виде по незащищенным каналам передачи данных и электронной почте.

12. Ответственный за организацию обработки 
персональных данных

12.1 Ответственный за организацию обработки персональных данных в Управлении, назначается приказом Управления.  
12.2. Ответственный за организацию обработки персональных данных в Управлении в своей работе руководствуется законодательством Российской Федерации в области персональных данных, Инструкцией ответственного за организацию обработки персональных данных Управления, утвержденной приказом Управления и настоящими Правилами.

Начальник отдела правового и 
информационного обеспечения                                                                                  О.Э. Кочекьян
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УТВЕРЖДЛЕНЫ
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс



ПРАВИЛА
рассмотрения запросов субъектов персональных данных
или их представителей

1. Настоящие Правила определяют порядок рассмотрения запросов субъектов персональных данных или их представителей в финансовом управлении администрации муниципального образования Крымский район (далее - Управление).
2. Право на получение информации, касающейся обработки своих персональных данных в Управлении, имеют следующие субъекты персональных данных:
муниципальные служащие Управления (далее - муниципальные служащие Управления);
граждане, претендующие на замещение должностей муниципальной службы в Управлении;
лица, занимающие должности руководителей организаций, находящихся в ведении Управления;
граждане, претендующие на замещение должностей руководителей организаций, находящихся в ведении Управления.
3. Субъекты персональных данных, указанные в пункте 2 настоящих Правил, имеют право на получение информации, касающейся обработки их персональных данных, в том числе содержащей:
подтверждение факта обработки персональных данных в Управлении;
правовые основания и цели обработки персональных данных;
применяемые в Управлении способы обработки персональных данных;
наименование и место нахождения Управления, сведения о гражданах (за исключением гражданских служащих Управления), которые имеют доступ к персональным данным или которым могут быть раскрыты персональные данные на основании договора с Управлением или на основании законодательства Российской Федерации;
обрабатываемые персональные данные, относящихся к соответствующему субъекту персональных данных, источник их получения, если иной порядок представления таких персональных данных не предусмотрен законодательством Российской Федерации в области персональных данных;
сроки обработки персональных данных, в том числе сроки их хранения в Управлении;
порядок осуществления субъектом персональных данных прав, предусмотренных Федеральным законом от 27 июля 2006 г. № 152-ФЗ «О персональных данных»;
наименование организации или фамилию, имя, отчество (при наличии) и адрес лица, осуществляющего обработку персональных данных по поручению Управления, если обработка поручена или будет поручена такой организации или лицу;
иные сведения, предусмотренные законодательством Российской Федерации в области персональных данных.
4. Субъект персональных данных вправе требовать от Управления уточнения его персональных данных, их блокирования или уничтожения в случае, если персональные данные являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законодательством Российской Федерации меры по защите своих прав.
5. Сведения, указанные в пункте 3 настоящих Правил, должны быть предоставлены субъекту персональных данных Управлением в доступной форме и в них не должны содержаться персональные данные, относящиеся к другим субъектам персональных данных, за исключением случаев, если имеются законные основания для раскрытия таких персональных данных.
6. Сведения, указанные в пункте 3 настоящих Правил, предоставляются субъекту персональных данных или его представителю уполномоченным должностным лицом Управления, осуществляющим обработку персональных данных, при обращении либо при получении запроса субъекта персональных данных или его представителя.
7. Запрос должен содержать:
вид, серию, номер документа, удостоверяющего личность субъекта персональных данных или его представителя;
сведения о дате выдачи указанного документа и о выдавшем его органе;
сведения, подтверждающие участие субъекта персональных данных в отношениях с Управлением (документ, подтверждающий прием документов на замещение вакантных должностей муниципальной службы в Управлении и (или) иные сведения), либо сведения, иным образом подтверждающие факт обработки персональных данных в Управлении;
подпись субъекта персональных данных или его представителя.
Запрос может быть направлен в форме электронного документа и подписан электронной подписью в соответствии с законодательством Российской Федерации.
8. Если сведения, указанные в пункте 3 настоящих Правил, а также обрабатываемые персональные данные были предоставлены для ознакомления субъекту персональных данных по его запросу, субъект персональных данных вправе обратиться повторно в Управление лично или направить повторный запрос в целях получения указанных сведений и ознакомления с такими персональными данными не ранее чем через тридцать дней после первоначального обращения или направления первоначального запроса, если более короткий срок не установлен федеральным законом, принятым в соответствии с ним нормативным правовым актом или договором, стороной которого либо выгодоприобретателем или поручителем по которому является субъект персональных данных.
9. Субъект персональных данных вправе обратиться повторно в Управление лично или направить повторный запрос в целях получения сведений, указанных в пункте 3 настоящих Правил, а также в целях ознакомления с обрабатываемыми персональными данными до истечения срока, указанного в пункте 8 настоящих Правил, в случае если такие сведения и (или) обрабатываемые персональные данные не были предоставлены ему для ознакомления в полном объеме по результатам рассмотрения первоначального обращения. Повторный запрос
наряду со сведениями, указанными в пункте 7 настоящих Правил, должен содержать обоснование направления повторного запроса.
10. Управление вправе отказать субъекту персональных данных в выполнении повторного запроса, не соответствующего условиям, предусмотренным пунктами 8 и 9 настоящих Правил.
11. Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с законодательством Российской Федерации в области персональных данных, в том числе если доступ субъекта персональных данных к его персональным данным нарушает права и законные интересы третьих лиц.

Начальник отдела правового и
информационного обеспечения                                                   О.Э. Кочекьян

	
	Приложение 3

УТВЕРЖДЛЕНЫ
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс


 

ПРАВИЛА
осуществления внутреннего контроля соответствия
обработки персональных данных требованиям  
к защите персональных данных, установленным
Федеральным законом от 27 июля 2006 г. № 152-ФЗ
«О персональных данных», принятыми в соответствии
с ним нормативными правовыми актами и локальными актами оператора

1. Настоящими Правилами определяются процедуры, направленные на выявление и предотвращение нарушений законодательства Российской Федерации в сфере персональных данных, основания, порядок, формы и методы проведения внутреннего контроля соответствия обработки персональных данных требованиям к защите персональных данных в финансовом управлении администрации муниципального образования Крымский район (далее - Управление).
2. В целях осуществления внутреннего контроля соответствия обработки персональных данных требованиям к защите персональных данных в Управлении должно быть организовано проведение плановых и внеплановых проверок условий обработки персональных данных на предмет соответствия Федеральному закону от 27 июля 2006 г. № 152-ФЗ «О персональных данных», принятыми в соответствии с ним нормативным правовым актом и локальным актом Управления (далее - проверки).
3. Внутренний контроль за соблюдением работниками Управления, уполномоченными на обработку персональных данных, требований законодательства Российской Федерации в области персональных данных, в том числе требований к защите персональных данных осуществляется ответственным за организацию обработки персональных данных в Управлении.
4. Основанием для проведения внеплановой проверки является поступившее в Управление письменное обращение субъекта персональных данных или его представителя (далее - Заявитель) о нарушении правил обработки персональных данных.
5. Проведение внеплановой проверки организуется в течение 5 рабочих дней с момента поступления обращения.
6. Срок проведения проверки не может превышать месяц со дня принятия решения о ее проведении.
7. О результатах проверки ответственный за организацию обработки персональных данных Управления сообщает руководителю Управления в форме служебной записки.
8. По существу поставленных в обращении (жалобе) вопросов ответственный за организацию обработки персональных данных в Управлении в течение 5 рабочих дней со дня окончания проверки готовит письменный ответ Заявителю.

Начальник отдела правового и 
информационного обеспечения                                                   О.Э. Кочекьян 



	
	Приложение 4

УТВЕРЖДЕНЫ
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс



 
ПРАВИЛА
работы с обезличенными данными в случае обезличивания
персональных данных

1. Общие положения

Настоящие Правила определяют порядок работы с обезличенными данными в финансовом управлении администрации муниципального образования Крымский район  (далее - Управление) и разработаны в соответствии с:
Федеральным законом от 27 июля 2006 г. № 152-ФЗ «О персональных данных»;
постановлением Правительства Российской Федерации от 21 марта 2012 г. № 211 «Об утверждении перечня мер, направленных на обеспечение выполнения обязанностей, предусмотренных Федеральным законом «О персональных данных» и принятыми в соответствии с ним нормативными правовыми актами, операторами, являющимися государственными или муниципальными органами»;
постановлением Правительства Российской Федерации от 1 ноября 2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных»;
приказом Федеральной службы по техническому и экспертному контролю от 11 февраля 2013 г. № 17 «Об утверждении Требований о защите информации, не составляющей государственную тайну, содержащейся в государственных информационных системах»;
приказом Федеральной службы по надзору в сфере связи, информационных технологий и массовых коммуникаций от 5 сентября 2013 г. № 996 «Об утверждении требований и методов по обезличиванию персональных данных» (далее - приказ Роскомнадзора № 996).

2. Порядок работы с обезличенными персональными данными

2.1. Обезличивание персональных данных в Управлении проводится в статистических или иных исследовательских целях, а также с целью снижения ущерба от разглашения защищаемых персональных данных, снижения класса автоматизированных информационных систем, оператором которых является Управление (далее - автоматизированные информационные системы) и по достижении целей обработки персональных данных или в случае утраты необходимости в достижении этих целей.
2.2. Обезличиванию подвергаются персональные данные, обработка которых осуществляется в автоматизированных информационных системах.
2.3. Обезличивание персональных данных, обрабатываемых в автоматизированных информационных системах, осуществляется методами, определенными приказом Роскомнадзора № 996.
2.4. В процессе реализации процедуры обезличивания персональных данных следует соблюдать требования, предъявляемые к выбранному методу обезличивания, установленные приказом Роскомнадзора № 996.
2.5. Перечень муниципальных служащих Управления (далее - муниципальные служащие Управления), ответственных за проведение мероприятий по обезличиванию обрабатываемых персональных данных, утверждается приказом Управления.  
2.6. Обработка обезличенных персональных данных может осуществляться на бумажных носителях без использования средств автоматизации, а также в автоматизированных информационных системах.
2.7. При обработке обезличенных персональных данных в автоматизированных информационных системах необходимо соблюдение:
парольной защиты автоматизированных информационных систем; 
антивирусной политики;
правил работы со съемными носителями (в случае их использования); 
правил резервного копирования;
правил доступа в помещения, где расположены элементы автоматизированных информационных систем.
2.8. При хранении обезличенных персональных данных следует:
организовать раздельное хранение обезличенных персональных данных и дополнительной (служебной) информации о выбранном методе обезличивания персональных данных и параметрах процедуры обезличивания персональных данных;
обеспечивать конфиденциальность дополнительной (служебной) информации о выбранном методе обезличивания персональных данных и параметрах процедуры обезличивания персональных данных.
2.9. При обработке обезличенных персональных данных в автоматизированных информационных системах обеспечивается соблюдение требований к защите персональных данных при их обработке в информационных системах персональных данных, утвержденных постановлением Правительства Российской Федерации от 1 ноября 2012 г. № 1119 «Об утверждении требований к защите персональных данных при их обработке в информационных системах персональных данных», а также организационно-технических мер по обеспечению без опасности персональных данных, определенных приказом Федеральной службы по техническому и экспертному контролю от 11 февраля 2013 г. № 17 «Об утверждении Требований о защите информации, не составляющей государственную тайну, содержащейся в государственных информационных системах», с учетом уровней защищенности персональных данных, определенных для автоматизированных информационных систем, в которых осуществляется обработка персональных данных.



Начальник отдела правового и
информационного обеспечения                                                   О.Э. Кочекьян














	
	Приложение 5

УТВЕРЖДЕН
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс




 
ПЕРЕЧЕНЬ
персональных данных, обрабатываемых в связи с реализацией
служебных или трудовых отношений

1. Фамилия, имя, отчество (при наличии), в том числе прежние фамилии, имена и отчества (при наличии), в случае их изменения, сведения о том, когда и по какой причине они изменялись).
2. Дата рождения (число, месяц и год).
3. Место рождения.
4. Вид, серия, номер документа, удостоверяющего личность гражданина Российской Федерации, наименование органа и код подразделения органа (при наличии), выдавшего его, дата выдачи.
5. Серия и номер паспорта, наименование органа, выдавшего паспорт, дата его выдачи, срок действия паспорта, удостоверяющего личность гражданина Российской Федерации за пределами Российской Федерации.
6. Фотография.
7. Сведения о гражданстве.
8. Адрес и дата регистрации по месту жительства (места пребывания).
9. Адрес фактического проживания (места нахождения).
10. Сведения о семейном положении, о составе семьи.
11. Реквизиты свидетельств государственной регистрации актов гражданского состояния и содержащиеся в них сведения.
12. Сведения об образовании (наименование образовательной и (или) иной организации, год окончания, уровень профессионального образования, реквизиты документов об образовании, направление подготовки, специальность и квалификация по документу об образовании, ученая степень, ученое звание (дата присвоения, реквизиты диплома, аттестата).
13. Сведения о дополнительном профессиональном образовании (профессиональной переподготовке, повышении квалификации), включая наименование образовательной и (или) научной организации, год окончания, реквизиты документа о переподготовке (повышении квалификации), квалификация и специальность по документу о переподготовке (повышении квалификации), наименование программы обучения, количество часов обучения.
14. Сведения о владении иностранными языками и языками народов Российской Федерации.
15. Сведения о трудовой деятельности до поступления в Управление(далее - Управление).
16. Сведения о классном чине, дипломатический ранг, воинское и (или) специальное звание, классный чин (кем и когда присвоены).
17. Сведения о родителях, детях, сестрах, братьях, о супруге (бывшем или бывшей супруге) (дата рождения, место рождения, место работы (службы), домашний адрес).
18. Сведения о форме и дате оформления допуска к государственной тайне, ранее имевшемся и (или) имеющемся.
19. Сведения о государственных наградах, иных наградах и знаках отличия.
20. Сведения о пребывании за границей (когда, где, с какой целью).
21. Сведения о близких родственниках. К ним относятся: родители, братья, сестры, дети, а также супруг или супруга (в том числе бывшие), постоянно проживающие за границей и (или) оформляющие документы для выезда на постоянное место жительства в другое государство (фамилия, имя, отчество (при его наличии), с какого времени проживают за границей).
22. Реквизиты страхового свидетельства обязательного пенсионного страхования, содержащиеся в нем сведения.
23. Идентификационный номер налогоплательщика.
24. Реквизиты страхового медицинского полиса обязательного медицинского страхования, содержащиеся в нем сведения.
25. Сведения о воинском учете, реквизиты документов воинского учета, а также сведения, содержащиеся в документах воинского учета.
26. Сведения о наличии (отсутствии) судимости.
27. Сведения о доходах, расходах, об имуществе и обязательствах имущественного характера, а также о доходах, расходах, об имуществе и обязательствах имущественного характера супруги (супруга) и несовершеннолетних детей.
28. Номера контактных телефонов (домашнего, служебного, мобильного).
29. Сведения о наличии (отсутствии) заболевания, препятствующего поступлению на  муниципальную службу или ее прохождению.
30. Сведения об инвалидности, сроке действия установленной инвалидности.
31. Иные сведения, которые субъект персональных данных пожелал сообщить о себе.



Начальник отдела правового и
информационного обеспечения                                                   О.Э. Кочекьян

























	
	Приложение 6 

УТВЕРЖДЕН
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс


  
ПЕРЕЧЕНЬ
должностей  муниципальных служащих, 
ответственных за проведение мероприятий по обезличиванию обрабатываемых персональных данных, в случае обезличивания персональных данных

1. Отдел правового и информационного обеспечения:
начальник отдела;
заместитель начальника отдела;
главные специалисты.
2. Отдел учета и отчетности:
начальник отдела; 
заместитель начальника отдела
главные специалисты.
 


Начальник отдела правового и
информационного обеспечения                                                   О.Э. Кочекьян


























	
	Приложение 7

УТВЕРЖДЕН
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс


 
ПЕРЕЧЕНЬ
должностей муниципальной службы,
замещение которых предусматривает осуществление
обработки персональных данных либо осуществление
доступа к персональным данным

1. Сотрудники, имеющие доступ к автоматизированной обработке персональных данных:
1.1. Отдел правового и информационного обеспечения:
начальник отдела;
заместитель начальника отдела;
главные специалисты.
1.2. Отдел учета и отчетности:
начальник отдела; 
заместитель начальника отдела
главные специалисты.
 
2. Сотрудники, имеющие доступ к обработке персональных данных без использования средств автоматизации:
2.1. Руководство:
Заместитель главы муниципального образования Крымский район, начальник финансового управления;
Заместитель начальника финансового управления, начальник бюджетного отдела;
Начальники структурных отделов финансового управления.



Начальник отдела правового и
информационного обеспечения                                                   О.Э. Кочекьян
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	Приложение 8

УТВЕРЖДЕНА
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс


 
ТИПОВАЯ ФОРМА
разъяснения субъекту персональных данных
юридических последствий отказа предоставить
свои персональные данные

Мне, _____________________________________________________________________
		.	 (фамилия, имя, отчество (при наличии))
разъяснены юридические последствия отказа предоставить свои персональные данные уполномоченным лицам финансового управления администрации муниципального образования Крымский район.
В соответствии со статьями 26 и 42 Федерального закона от 27 июля 2004 г. № 79-ФЗ «О государственной гражданской службе Российской Федерации», Положением о персональных данных государственного гражданского служащего Российской Федерации и ведении его личного дела, утвержденным Указом Президента Российской Федерации от 30 мая 2005 г. № 609, статьями 65 и 86 Трудового кодекса Российской Федерации управлением финансов Краснодарского края определен перечень персональных данных, которые субъект персональных данных обязан предоставить уполномоченным лицам финансового управления администрации муниципального образования Крымский район в связи с поступлением, прохождением и прекращением муниципальной службы Краснодарского края (работы).
Без предоставления субъектом обязательных для заключения служебного контракта (трудового договора) персональных данных служебный контракт (трудовой договор) не может быть заключен.
	______________________		              ______________  И.О. Фамилия
    (дача)	                                         (подпись)




Начальник отдела правового и
информационного обеспечения                                                   О.Э. Кочекьян
















	
	Приложение 9

УТВЕРЖДЕНО
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс




ТИПОВОЕ ОБЯЗАТЕЛЬСТВО
муниципального служащего, непосредственно осуществляющего обработку персональных данных, в случае расторжения с ним трудового договора прекратить обработку персональных данных, ставших известными ему в связи с исполнением должностных обязанностей


Я,  ____________________________________________________________________	
                         (фамилия, имя, отчество (при наличии), должность)
обязуюсь прекратить обработку персональных данных, ставших мне известными в связи с исполнением должностных обязанностей, в случае расторжения со мной трудового договора.
В соответствии со статьей 7 Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных» я уведомлен(а) о том, что операторы и иные лица, получившие доступ к персональным данным, обязаны не раскрывать третьим лицам и не распространять персональные данные, ставшие известными мне в связи с исполнением должностных обязанностей, без согласия субъекта персональных данных, если иное не предусмотрено законодательством Российской Федерации в области персональных данных, о муниципальной службе и о противодействии коррупции.
Положения законодательства Российской Федерации, предусматривающие ответственность за нарушение требований Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных», мне разъяснены.
________                ______________                     ______________  И.О. Фамилия
(дата)	                      (подпись)





Начальник отдела правового и
информационного обеспечения                                                   О.Э. Кочекьян











	
	Приложение 10

УТВЕРЖДЕНА
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс


 
ТИПОВАЯ ФОРМА
согласия на обработку персональных данных
муниципального служащего, а также иных 
субъектов персональных данных

Я, _____________________________________________________________________	
                 (фамилия, имя, отчество (при наличии), должность)
зарегистрированный(-ая) по адресу: _____________________________________________
паспорт серия ____	№ _____,  выдан _______________________________________
                                                  (кем и когда)
настоящим даю свое согласие уполномоченным должностным лицам финансового управления администрации муниципального образования Крымский район на обработку (любое действие (операцию) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор (получение), запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ) обезличивание, блокирование, удаление, уничтожение) следующих персональных данных:
фамилия, имя, отчество (при наличии) (в том числе прежние фамилии, имена и отчества (при наличии) в случае их изменения, сведения о том, когда и по какой причине они изменялись);
дата рождения (число, месяц и год);
место рождения;
вид, серия, номер документа, удостоверяющего личность гражданина Российской Федерации, наименование органа и код подразделения органа (при наличии), выдавшего документ, дата выдачи;
серия и номер паспорта, наименование органа, выдавшего паспорт, дата его выдачи, срок действия паспорта, удостоверяющего личность гражданина Российской Федерации за пределами Российской Федерации;
фотография;
сведения о гражданстве;
адрес и дата регистрации по месту жительства (места пребывания);
адрес фактического проживания (места нахождения);
сведения о семейном положении, о составе семьи;
реквизиты свидетельств государственной регистрации актов гражданского состояния и содержащиеся в них сведения;
сведения об образовании (наименование образовательной и (или) иной организации, год окончания, уровень профессионального образования: реквизиты документов об образовании, направление подготовки, специальность и квалификация по документу об образовании, ученая степень, ученое звание (дата присвоения, реквизиты диплома, аттестата);
сведения о дополнительном профессиональном образовании (профессиональной переподготовке, повышении квалификации): наименование образовательной и (или) научной организации, год окончания, реквизиты документа о переподготовке (повышении квалификации), квалификация и специальность по документу о переподготовке (повышении квалификации), наименование программы обучения, количество часов обучения;
сведения о владении иностранными языками и языками народов Российской Федерации;
сведения о трудовой деятельности до поступления на муниципальную службу (работу) в финансовое управление;
сведения о классном чине, дипломатический ранг, воинское и (или) специальное звание, классный чин правоохранительной службы, классный чин юстиции (кем и когда присвоены);
сведения о членах семьи и близких родственниках субъекта персональных данных и его супруга (супруги): о родителях, детях, сестрах, братьях, усыновителях, усыновленных детях, неполнородных братьях и сестрах (дата рождения, место рождения, место работы (службы), домашний адрес);
сведения о форме и дате оформления допуска к государственной тайне, ранее имевшемся и (или) имеющемся;
сведения о государственных наградах, иных наградах и знаках отличия;
сведения о пребывании за границей (когда, где, с какой целью);
сведения о близких родственниках (родителях, братьях, сестрах, детях), а также супругах, в том числе бывших, постоянно проживающих за границей и (или) оформляющих документы для выезда на постоянное место жительства в другое государство (фамилия, имя, отчество (при его наличии), с какого времени проживают за границей);
реквизиты страхового свидетельства обязательного пенсионного страхования, содержащиеся в нем сведения;
идентификационный номер налогоплательщика;
реквизиты страхового медицинского полиса обязательного медицинского страхования, содержащиеся в нем сведения;
сведения о воинском учете, реквизиты документов воинского учета, а также сведения, содержащиеся в документах воинского учета;
сведения о наличии (отсутствии) судимости;
сведения о своих доходах, расходах, об имуществе и обязательствах имущественного характера, а также сведения о доходах, расходах, об имуществе и обязательствах имущественного характера своих супруги (супруга) и несовершеннолетних детей;
номера контактных телефонов (домашнего, служебного, мобильного), адреса электронной почты;
сведения о наличии (отсутствии) заболевания, препятствующего поступлению на муниципальную службу Краснодарского края или ее прохождению;
сведения об инвалидности, сроке действия установленной инвалидности;
иные сведения, которые я пожелал(а) сообщить о себе.
Вышеуказанные персональные данные предоставляю для обработки в целях обеспечения соблюдения в отношении меня законодательства Российской Федерации в сфере отношений, связанных с поступлением на муниципальную службу Краснодарского края (работу), ее прохождением и прекращением (служебных (трудовых) и непосредственно связанных с ними отношений), для реализации полномочий, возложенных на финансовое управление.
Персональные данные, а именно: фамилию, имя, отчество (при наличии) разрешаю использовать в качестве общедоступных в электронной почте и системе электронного документооборота финансового управления, а также в иных случаях, предусмотренных законодательством Российской Федерации об обеспечении доступа к информации о деятельности органов местного самоуправления.
Персональные данные, а именно: дату рождения (число, месяц и год рождения) и фотографию разрешаю/не разрешаю (нужное подчеркнуть) использовать в качестве общедоступных для публикации на внутреннем информационном портале финансового управления, а также в иных случаях, предусмотренных законодательством Российской Федерации об обеспечении доступа к информации о деятельности органов местного самоуправления.
Я ознакомлен(а), что:
согласие на обработку персональных данных действует с даты подписания настоящего согласия в течение всего срока муниципальной службы (работы) в финансовом управлении;
согласие на обработку персональных данных может быть отозвано на основании письменного заявления в произвольной форме;
в случае отзыва согласия на обработку персональных данных финансовое управление вправе продолжить обработку персональных данных при наличии оснований, указанных в пунктах 2-11 части 1 статьи 6, части 2 статьи 10 и части 2 статьи 11 Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных»;
после увольнения из финансового управления персональные данные хранятся в финансовом управлении в течение срока хранения документов, предусмотренного действующим законодательством Российской Федерации в области архивного дела; 
персональные данные, предоставляемые в отношении третьих лиц, будут обрабатываться только в целях осуществления и выполнения функций, возложенных законодательством Российской Федерации на финансовое управление.
Дата начала обработки персональных данных:	 _________________
                                                            (дата)
________           ________________ 		      _______________ И.О. Фамилия
  (дата)	          (подпись)




Начальник отдела правового и
информационного обеспечения                                                   О.Э. Кочекьян


	
	Приложение 11

УТВЕРЖДЕН
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс



 
ПЕРЕЧЕНЬ
информационных систем персональных данных 
финансового управления 



Название информационная система 1С:
местонахождение ИСПДн – 353380, Краснодарский край, Крымский район, город Крымск, улица К.Либкнехта, 35
подключение к сетям связи общего пользования - есть; 
режим обработки ПДн - коллективный, способом смешанной 
(автоматизированной, неавтоматизированной) обработки; 
уровень полномочий субъектов доступа - различный; 
количество АРМ - 4; 
количество серверов - 1;  
тип персональных данных - иные; 
уровень защищённости - У34.
 


Начальник отдела правового и
информационного обеспечения                                                   О.Э. Кочекьян




	
	Приложение 12

УТВЕРЖДЕНА
приказом финансового управления
администрации муниципального
образования Крымский район
от 30.01.2026  № 8-лс



 
Политика
в области обработки и защиты персональных
данных  

1. Общие положения
Настоящая политика в области обработки и защиты персональных данных в финансовом управлении администрации муниципального образования Крымский район  (далее по тексту - Политика):
разработана в целях обеспечения реализации требований законодательства Российской Федерации (далее по тексту - РФ) в области обработки персональных данных субъектов персональных данных;
раскрывает основные категории персональных данных (далее по тексту - ПДн), обрабатываемых в финансовом управлении  (далее - Оператор), цели, способы и принципы обработки Оператором персональных данных, права и обязанности Оператора при обработке персональных данных, права субъектов персональных данных, а также перечень мер, применяемых Оператором в целях обеспечения безопасности персональных данных при их обработке;
является общедоступным документом, декларирующим концептуальные основы деятельности Оператора при обработке персональных данных.
Оператор  осуществляет обработку персональных данных на законной и справедливой основе. Объём, содержание и сроки обработки персональных данных определяются целями обработки персональных данных.
Оператор оставляет за собой право проверить полноту и точность предоставленных персональных данных. В случае выявления ошибочных или неполных персональных данных, Оператор имеет право прекратить все отношения с субъектом персональных данных.
Оператор не передаёт персональные данные субъектов персональных данных третьим лицам, без согласия субъекта персональных данных, если иное не предусмотрено федеральным законом.
Оператор соблюдает конфиденциальность персональных данных, принимает правовые, организационные и технические меры по защите персональных данных, а также требует принятия указанных мер от своих контрагентов.  
2. Обрабатываемые категории персональных данных и источники их поступления
В информационных системах персональных данных (далее - ИСПДн) Оператора обрабатываются следующие категории ПДн:
1) ПДн субъектов ПДн, при оказании услуг и осуществлении функций:
фамилия, имя, отчество;
паспортные данные;
дата и место рождения;
адрес проживания;
данные идентификационного номера налогоплательщика;
данные страховой номер индивидуального лицевого счета застрахованного лица;
данные медицинских полисов;
телефоны - домашний и сотовый.
2) ПДн сотрудников Оператора:
фамилия, имя, отчество (в том числе прежние фамилии, имена и (или) отчества в случае их изменения, причина изменения);
число, месяц, год рождения;
место рождения, данные свидетельства о рождении;
информация о гражданстве (в том числе предыдущие гражданства, иные гражданства);
вид, серия, номер документа, удостоверяющего личность на территории РФ, наименование органа, выдавшего документ, дата выдачи;
адрес места жительства (адрес регистрации и фактического проживания, дата регистрации по месту жительства);
номер контактного телефона или сведения о других способах связи;
семейное положение, реквизиты свидетельств государственной регистрации актов гражданского состояния;
состав семьи, данные свидетельств о рождении детей (при наличии);
сведения о владении иностранными языками, степень владения;
реквизиты страхового свидетельства государственного пенсионного страхования;
идентификационный номер налогоплательщика;
реквизиты страхового медицинского полиса обязательного медицинского страхования;
сведения о трудовой деятельности;
отношение к воинской обязанности, сведения по воинскому учету;
сведения об образовании, в том числе о послевузовском профессиональном образовании (наименование и год окончания образовательного учреждения, наименование и реквизиты документа об образовании, квалификация, специальность по документу об образовании);
сведения об ученой степени, ученом звании;
информация, содержащаяся в контракте (трудовом договоре), дополнительных соглашениях к контракту (трудовому договору);
сведения о результатах аттестаций на соответствие замещаемой должности;
сведения о служебных проверках;
фотография;
табельный номер работника;
сведения о заработной плате (номера расчетного счета и банковской карты, данные договоров, размер денежного содержания);
сведения о социальных льготах и о социальном статусе (серия, номер, дата выдачи, наименование органа, выдавшего документ, являющийся основанием для предоставления льгот и статуса);
сведения, содержащиеся в копиях решений судов;
сведения, подаваемые в налоговую инспекцию, пенсионный фонд, фонд социального страхования и другие учреждения;
сведения, содержащиеся в регистрах бухгалтерского учета и внутренней бухгалтерской отчетности;
копия паспорта.
3. Источники получения персональных данных
Получение сведений о ПДн осуществляется на основании документов и информации, представленных лично сотрудниками Оператора в процессе трудовых отношений, а также лично лицами, заключающими гражданско-правовые договоры с Оператором, граждан, обратившихся к Оператору в установленном порядке.
4. Основные принципы обработки, передачи и хранения персональных данных
Оператор в своей деятельности обеспечивает соблюдение принципов обработки ПДн, указанных в статье 5 Федерального закона от 27 июля 2006 г. № 152-ФЗ «О персональных данных».
Оператор не осуществляет обработку биометрических (сведения, которые характеризуют физиологические и биологические особенности человека, на основании которых можно установить его личность) ПДн.
Оператор не осуществляет обработку специальных категорий ПДн, касающихся состояния здоровья.
Оператор не осуществляет трансграничную передачу ПДн (передача ПДн на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу).
Оператором используются общедоступные источники ПДн (справочник, официальный информационный сайт). ПДн, сообщаемые субъектом (фамилия, имя, отчество, абонентский номер, сведения о замещаемой должности) включаются в такие источники только с письменного согласия субъекта ПДн.
5. Сведения о лицах, осуществляющих обработку персональных данных
В целях соблюдения законодательства РФ, для достижения целей обработки, а также в интересах и с согласия субъектов ПДн Оператор в ходе своей деятельности предоставляет ПДн следующим организациям:
Федеральной налоговой службе РФ;
пенсионному фонду РФ;
негосударственным пенсионным фондам;
кредитным организациям;
страховым компаниям в системе обязательного медицинского страхования;
лицензирующим и/или контролирующим органам государственной власти.
Оператор вправе поручить обработку ПДн другому лицу с согласия субъекта ПДн, если иное не предусмотрено федеральным законом, на основании заключаемого с этим лицом договора.
6. Меры по обеспечению безопасности персональных данных при их обработке
Оператор при обработке ПДн принимает все необходимые правовые, организационные и технические меры для защиты ПДн от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения ПДн, а также от иных неправомерных действий в отношении ПДн.
Обеспечение безопасности ПДн достигается, в частности:
назначением ответственного за организацию обработки ПДн;
осуществлением внутреннего контроля соответствия обработки ПДн Федеральному закону от 27 июля 2006 г. № 152-ФЗ «О персональных данных» и принятыми в соответствии с ними нормативными правовыми актами, требованиям к защите персональных данных, локальным актам;
ознакомлением сотрудников Оператора, непосредственно осуществляющих обработку ПДн, с положениями законодательства РФ о ПДн, в том числе требованиями к защите ПДн, локальными актами в отношении обработки ПДн, и (или) обучением указанных сотрудников;
применением организационных и технических мер по обеспечению безопасности ПДн при их обработке в ИСПДн, необходимых для выполнения требований к защите ПДн;
учетом машинных носителей ПДн;
обнаружением фактов несанкционированного доступа к ПДн и принятием мер;
восстановлением ПДн, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;
контролем над принимаемыми мерами по обеспечению безопасности ПДн.
7. Права субъектов персональных данных
Субъект ПДн имеет право на получение сведений об обработке его ПДн Оператором.
Субъект ПДн вправе требовать от Оператора уточнения, обрабатываемых Оператором ПДн субъекта ПДн, их блокирования или уничтожения в случае, если ПДн являются неполными, устаревшими, неточными, незаконно полученными или не являются необходимыми для заявленной цели обработки, а также принимать предусмотренные законом меры по защите своих прав.
Право субъекта ПДн на доступ к его ПДн может быть ограничено в соответствии с федеральными законами, в том числе если:
обработка ПДн, включая ПДн, полученные в результате оперативно-розыскной, контрразведывательной и разведывательной деятельности, осуществляется в целях обороны страны, безопасности государства и охраны правопорядка;
обработка ПДн осуществляется органами, осуществившими задержание субъекта ПДн по подозрению в совершении преступления, либо предъявившими субъекту ПДн обвинение по уголовному делу, либо применившими к субъекту ПДн меру пресечения до предъявления обвинения, за исключением предусмотренных уголовно-процессуальным законодательством РФ случаев, если допускается ознакомление подозреваемого или обвиняемого с такими ПДн;
обработка ПДн осуществляется в соответствии с законодательством о противодействии легализации (отмыванию) доходов, полученных преступным путем, и финансированию терроризма;
доступ субъекта ПДн к его ПДн нарушает права и законные интересы третьих лиц;
обработка ПДн осуществляется в случаях, предусмотренных законодательством РФ о транспортной безопасности, в целях обеспечения устойчивого и безопасного функционирования транспортного комплекса, защиты интересов личности, общества и государства в сфере транспортного комплекса от актов незаконного вмешательства.
Для реализации своих прав и защиты законных интересов субъект ПДн имеет право обратиться к Оператору. Оператор рассматривает любые обращения и жалобы со стороны субъектов ПДн, тщательно расследует факты нарушений и принимает все необходимые меры для их немедленного устранения, наказания виновных лиц и урегулирования спорных и конфликтных ситуаций в досудебном порядке.
Субъект ПДн вправе обжаловать действия или бездействие Оператора путем обращения в уполномоченный орган по защите прав субъектов ПДн.
Субъект ПДн имеет право на защиту своих прав и законных интересов, в том числе на возмещение убытков и (или) компенсацию морального вреда в судебном порядке.
8. Сроки обработки (хранения) персональных данных
Течение срока обработки ПДн начинается с момента их получения Оператором.
Оператор осуществляет хранение ПДн в форме, позволяющей определить субъект ПДн, не дольше, чем того требуют цели их обработки.
ПДн сотрудников Оператора, в том числе родственников сотрудника, используются в течение трудовой деятельности в соответствии с трудовым договором, а также на протяжении установленного законодательством срока хранения личного дела в архиве.
ПДн граждан, обратившихся к Оператору в установленном порядке, хранятся в делах Оператора в течение срока, определённого законодательством и номенклатурой дел Оператора.
9. Уточнение, блокирование и уничтожение персональных данных
Целью уточнения ПДн, в том числе обновления и изменения, является обеспечение достоверности, полноты и актуальности ПДн, обрабатываемых Оператором.
Уточнение ПДн осуществляется Оператором по собственной инициативе, по требованию субъекта ПДн или его представителя, по требованию уполномоченного органа по защите прав субъектов ПДн в случаях, когда установлено, что ПДн являются неполными, устаревшими, недостоверными.
Целью блокирования ПДн является временное прекращение обработки ПДн до момента устранения обстоятельств, послуживших основанием для блокирования ПДн.
Блокирование ПДн осуществляется Оператором по требованию субъекта ПДн или его представителя, а также по требованию уполномоченного органа по защите прав субъектов ПДн в случае выявления недостоверных ПДн или неправомерных действий с ними.
Уничтожение ПДн осуществляется Оператором:
по достижении цели обработки ПДн;
в случае утраты необходимости в достижении целей обработки ПДн;
в случае отзыва субъектом ПДн согласия на обработку своих ПДн;
по требованию субъекта ПДн или уполномоченного органа по защите прав субъектов ПДн в случае выявления фактов совершения Оператором неправомерных действий с ПДн, когда устранить соответствующие нарушения не представляется возможным.
При уничтожении материальных носителей ПДн составляется акт об уничтожении носителей, содержащих ПДн.
10. Заключительные положения
Настоящая Политика является внутренним документом Оператора, общедоступной и подлежит размещению на официальном сайте Оператора.
Настоящая Политика подлежит изменению, дополнению в случае появления новых законодательных актов и специальных нормативных документов по обработке и защите ПДн.
Контроль исполнения требований настоящей Политики осуществляется ответственным лицом за организацию обработки ПДн.
Ответственность должностных лиц Оператора, имеющих доступ к ПДн, за невыполнение требований норм, регулирующих обработку и защиту ПДн, определяется в соответствии с законодательством РФ и внутренними документами Оператора.
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